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Introduction

❑ Text-to-image models have raise intensified concerns about the unauthorized usage of personal dataset in 
training and personalized fine-tuning.

❑ In this paper, we introduce a novel implicit Zero-Watermarking scheme to detect unauthorized dataset 
usage in text-to-image model.
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Introduction

❑ Image artworks are conceptualized as a coupling of unique style and content.

❑ Both protected images and similar infringing images point to the same verification watermark.

❑ We propose an implicit Zero-Watermark copyright protection method based on style domains.
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Methodology Pipeline

❑ Firstly, we use conditional generation in a diffusion model to derive the style domain 

from decoupled protected samples.
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Methodology Pipeline

❑ Next, we perform generalized contrastive learning between central and peripheral 

samples of the protected units, obtaining a compact sample domain to achieve self-

generalization (soft boundaries of the style domain).
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Methodology Pipeline

❑ Then, by injecting identifiers z and employing mutually exclusive contrastive learning 

within the contraction domain, we maximize the hidden divergence of the probability 

distribution of the contraction domain (establishing a hard boundary for the style 

domain). 



Disentangled Style Domain for Implicit z-Watermark 

Towards Copyright Protection

Methodology Pipeline

❑ Finally, we decode the corresponding verification watermark from the concealed and 

unique protected style domain.
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Experimental Results 

❑ Main Study: we report the watermark distribution across 1k generations from all 

units of dataset in the black-box scenario of AI mimicry.
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Experimental Results 

❑ Generalization Study:  we report its performance in copyright verification within the 

landscape of AI mimicry, considering an array of fine-tuning models and black-box 

APIs. 
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Experimental Results 

❑ Robustness Study: we report its performance against various attack methods to 

verify the robustness of the approach.
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Experimental Results 

❑ Ablation Study: We conduct ablation studies on model modules, data scales, and bit 

lengths.
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Conclusion 

❑ This paper presents the first study on the disentangled style domain for implicit 

watermarking to detect unauthorized data usage of AI mimicry, from the perspective 

of entity protection in styles and contents. 

❑ We hope our work will contribute to the ethical development of artificial intelligence 

in the future, ensuring respect for human creators.

THANK YOU!


